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CONCLUSION AND FUTURE WORK
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- Use distributed public key
- Implement a Web dApp
- Enforce more properties: Lack of evidence
- Enforce authentication: OAuth and OpenID protocol
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